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Abstract:
The Health & Human Services IT Delivery Center (HHS DC) network may need network expansion or additional functionality to meet the needs of everyone using the network.

[bookmark: _Hlk43111826]The Health and Human Services Delivery Center (HHS DC) Technology Services Office (TSO) is responsible for Network Capacity Planning for the Departments of Health (DOH), Human Services (DHS), Aging (PDA), Drug and Alcohol Programs (DDAP) and Military and Veterans Affairs (DMVA).  


General:
The purpose of this document is to inform the reader of some of the responsibilities of network coordinators and the HHS DC network manager in expanding and adding functionality to the HHS           DC network.


[bookmark: _GoBack]Standard:
Roles and Responsibilities
It is the responsibility of all Application Development Teams (Contractors and the HHS DC Solution Management) and vendor facility managers to notify the HHS DC network manager of all planned expansions or functionality enhancements to the network at least six months before the planned implementation date. Changes should be communicated to the Network Team directly and in Architecture Review Board (ARB) meetings.



The prescribed format for submitting bandwidth change requests is shown in the template below:


	Area
	Description (e.g.)
	Firewall Zone
	Current Size
	Change Expected

	

Network Bandwidth
	County Assistance Offices require more circuit bandwidth to accommodate a new application, such as Skype for Business.
	User Zone
	10 mb/sec
	20 mb/sec

	
	
	App Zone
	10 mb/sec
	20 mb/sec

	
	
	Perimeter Zone
	10 mg/sec
	20 mb/sec



Firewall Zones are delineated in the following drawing:



Application Zone User
Zone Perimeter
Zone

FortiGate Content Analyzer






Business Partners
Internet
Willow Oak/ DGS
Annex Complex
Remote HHS
Sites (CAO, SHC)
Ethernet Sites: H&W, Forum Place, SSQ
User 6509
       A/B     Switches
User Zone Firewall
Servers
App Zone Firewall
2 Cisco 3800
Switches (Core)
Perimeter Firewall
CoPA
Network
XNET
ISA Servers
Human Svcs
Webservers


Exemptions from this Standard:
There will be no exemptions to this standard.


Refresh Schedule:
All standards and referenced documentation identified in this standard will be subject to review and possible revision annually or upon request by the Health & Human Services Delivery Center Domain Leads.
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