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 BIMO/IMD Logistics Checklist

Introduction

This is a checklist of typical activities, and tasks required during the logistics phase of a project directly under the responsibility of the Bureau of Infrastructure Management and Operations, Infrastructure Management Division. Logistics carries a project from the completion of the planning and development stage to full production implementation. When accurately and diligently maintained, this checklist provides a ‘snapshot’ view of the project’s status.  It identifies where the project is located on the project lifecycle timeline, and whether the project is behind, ahead, or on-schedule for Implementation.

Purpose

The purpose of this document is to provide a checklist of typical activities required during the logistics phase of a project.

Document Change Log 

	Change Date
	Version
	CR #
	Change Description
	Author and Organization

	03/15/2004
	1.1
	
	Updated with new staff changes.
	OIS/BIMO

	03/15/2004
	1.1
	
	Comply with DPW Technical Standards 
	BIMO/IMD

	09/27/2004
	1.2
	
	Updated with new staff changes.
	BIMO/IMD


Logistics Checklist

Project Name: ______________________________________________________

	
	Checkpoint
	Original Completion Date
	Actual Completion Date

	1
	Account Administration
	
	

	A
	Creation and maintenance of various accounts, CWOPA, PW-MUSER, Netegrity, Firewall, RAC. Etc
	
	

	B
	Assignment of KEYFOB for Remote access
	
	

	C
	SMS deployment requirements
	
	

	2
	Server Hardware Requirements
	
	

	A
	Has a capacity plan been submitted to BTE
	
	

	B
	Identification and acquisition of HW/SW. (Lease)

If via an APR 2 -3 months lead-time is required.

If via an RFP, 1-year lead-time is required.
	
	

	C
	Identification of installation requirements, Power, Network, Location, and planned installation date.
	
	

	D
	Inventory control and input to Asset Remedy
	
	

	E
	Address maintenance or warrantee coverage
	
	

	3
	Data Exchange requirements
	
	

	A
	Identification of FTP processes
	
	

	B
	Setup and configuration of required FTP’s
	
	

	4
	Application Deployment
	
	

	A
	Ensure proper QA processing and approval
	
	

	B
	Scheduling of the Application Deployment and resource requirements to SAT and Production.
	
	

	C
	Load testing scheduling and review
	
	

	D
	Documentation of processes and contact information
	
	

	5
	WEB Content
	
	

	A
	Identification of FileNET processes
	
	

	B
	Assignment of access rights and permissions
	
	

	C
	QA/VSS coordination and approval
	
	

	D
	Documentation of processes and contact information
	
	

	6
	Operational Procedures / Operations training
	
	

	A
	Ensure staff is adequately trained to support project requirements, including operations responsibilities, maintenance, and monitoring.
	
	

	B
	All documentation and operational procedures have been supplied, reviewed and approved prior to full production implementation.
	
	

	C
	Identification of Vital suite monitoring requirements 
	
	

	D
	Documentation of support contact information 
	
	

	E
	SLA/SLO identified and documented
	
	

	F
	Assignment of standard maintenance window
	
	

	7
	DRA Planning
	
	

	A
	Update the current Disaster Recovery Plan (DRA)
	
	

	B
	Completion of RPAC documentation
	
	

	C
	Review and approval of DRA recovery procedures
	
	

	8
	Help Desk Coordination
	
	

	A
	Identification of HW/SW support requirements
	
	

	B
	Review of Application support requirements
	
	

	C
	Review and approval of Help Desk trouble shooting scripts.
	
	

	D
	Documentation and identification of staff for advanced technical support
	
	

	9
	Desktop / Laptop Hardware requirements
	
	

	A
	Identification and acquisition of HW/SW. (Lease)

If via an APR 2 -3 months lead-time is required.

If via an RFP, 1-year lead-time is required.
	
	

	B
	Ensure all required software licenses have been obtained.
	
	

	C
	Coordination of SMS installations during product life cycle. 
	
	

	D
	Installation coordination and planning
	
	

	E
	Inventory control and input to Asset Remedy
	
	

	F
	Address maintenance or warrantee coverage
	
	

	10
	Specialized Hardware, Printers, Scanners, Copiers, PDA’s ( Blackberry), KEYFOB
	
	

	A
	Identification and acquisition of HW/SW. (Lease)

If via an APR 2 -3 months lead-time is required.

If via an RFP, 1-year lead-time is required.
	
	

	B
	Review and order supply needs
	
	

	C
	Identification of Support issues
	
	

	D
	Installation coordination and planning
	
	

	E
	Inventory control and input to Asset Remedy
	
	

	F
	Address maintenance or warrantee coverage
	
	

	G
	Address Airtime and CAL requirements for PDA
	
	

	11
	Standard Operational procedures
	
	

	A
	Review and ensure publication to H-Net Standards
	
	

	12
	Anti-virus coordination and reporting
	
	

	A
	Ensure McAfee files are up to date
	
	

	B
	Ensure all Virus intrusions are reported to CTC
	
	

	13
	Specialized Software installations
	
	

	A
	Ensure software has been tested by BTE on supported platforms
	
	

	B
	Documentation and publication to H-Net standards of installation procedures
	
	

	C
	Ensure software licensing considerations
	
	

	14
	End of life for H/W and S/W
	
	

	A
	Ensure hard disks and other magnetic media have been security erased using the approved WipeDrive Software provided by OA/CTC.
	
	

	B
	All equipment tagged and marked for surplus 
	
	

	C
	Update Asset remedy
	
	

	15
	Application and Infrastructure health Checks and Systems availability 
	
	

	A
	Ensure applications are available by performing Health Checks daily
	
	

	B
	Ensure Infrastructure hardware and software is functioning properly.
	
	

	C
	Provide information on outages, transactions volumes and transaction response times for Peoplestat measurements.
	
	


Desktop Administration
Personnel:
Section Chief:
Rick Rettew







(717) 772-6514
Team Lead:

Sarah Laudenslager


(717) 346-0490







Dean Messick






(717) 772-7247







Sandra Mon






(717) 705-8325







Barbara Rand






(717) 772-6389







Mary Ann Delp





(717) 705-8326







William Bloom





(717) 705-8323







Douglas Hoy






(717) 705-8327
 
 

Desktop Administration Responsibilities:
 
1. Serve as the POC for the executive offices.
2.  Level 2 hardware and software repair.
3.  Installation, Adds, Moves and Changes to hardware and software.
4.  Deploy and assist in the Blackberry pagers.
5.  Software license tracking for OIS.
6.  Remedy inventory control and asset management.
7.  Image distribution.
8.  Liaison between the helpdesk and OIS.
 
Requirements:
 
1.  Communication between the helpdesk and Desktop support.
2.  Notice of new arrivals and changes to update the Remedy & Active Directory database.
 
Recommendations:
 
1. Force users to use the helpdesk to open tickets so we can have a direct source of information instead of them calling someone in the group.
Server Administration
 
Personnel:
Section Chief:

Christal Auxt





   (717) 346-4334
Team Lead –

 Charles “Corky” Strange
(717) 705-8321


 





Gary Myers







(717) 705-8320








 William Torres





(717) 772-7747 
 







Vacant









(717) 705-8361


Server Administration Responsibilities:
 
1. Disaster Recovery for room #105 – Manage and maintain the backup media.
2. RPAC software administration – Maintain the database and make additions and changes.
3. H-Net Standards – Document and update existing standards and procedures.  Create new documents when necessary.
4. FEMA – Participate with this agency when an emergency has been declared.
5. Vital Suite Administration – Maintain and monitor the devices throughout the state.  Inform the proper agencies when problems occur.
6. Server Monitor – Using a variety of tools monitor our servers in room # 105, and perform Infrastructure and Application Health Checks.
7. Server Configuration – Configure small servers for a variety of divisions using Microsoft Windows Server 2000.
8. Power & Network Cables – Coordinate the distribution of power and the installation of network cables in the correct devices.
 
Requirements:
 
1. No requirements are necessary to complete these tasks.  All, if not most of the responsibilities are of the reactionary type.  Information gets disseminated to this team and they create or update the appropriate documents.  On a daily basis monitor equipment and troubleshoot as needed.
 
Recommendations:
 
1. All server reboots, resets, moves and changes must be communicated to BIMO server team so that the documentation is kept up to date and all employees are in the loop.
Account Administration 
 
Personnel:
Section Chief:

Christal Auxt





(717) 346-4334

Team Lead – 

Toni Lugosky (acting)

(717) 772-7234

         




Stephanie Swoyer


(717) 772-7157

         




Lynn Milkovich




(717) 772-7481









Vacant








(717) 705-8324
 
Account Administration Responsiblities:
 
1. Create new CWOPA and PWMUSER accounts.  
2. Unlock domain accounts and reset user passwords for CWOPA & PWMUSER domain that Helpdesk initiates. Takes direct calls from OIS and EXEC staff members.
3. Add, activate and reset mainframe PID accounts.
4. Distribute Microsoft SMS packages.
5. RAC database administration and instructions.
6. Grant Internet access, and remote access for laptop users.
7. Remedy asset management.  (OIS only)
8. Create Visio floor plans.  (OIS only)
9. Administer firewall accounts.
10. Key FOB 
 
Requirements:
1. E-Mail Information Request form is required for all CWOPA & PWMUSER new accounts.
2. To Un-lock domain accounts requires the HELPDESK to make a call or E-Mail.
3. To add, activate and reset PID accounts requires the HELPDESK to make a call or E-Mail.
4. Distribution of SMS packages comes in the form of a request from Bob Jones.
5. RAC database requests require form Run Account Code Request.
6. Internet access and remote access requires for Run Account Code Request.
7. Remedy asset management is engaged after the appropriate measures are implemented.
8. Visio floor plans as needed.
9. Requests for firewall accounts come from OIS Security.
10. KeyFOB requests come from OIS Security.
Web Publishing & Data Exchange
 
Personnel:
Section Chief:

Christal Auxt




(717) 346-4334
Team Lead - 

Dean L. Schutte



(717) 772-7223








William Gauntlett


(717) 772-7169








James Lamp




(717) 705-8319









Gregory Ulrich



(717) 705-8322









Vacant







(717) 772-7229
 

Data Exchange & Web Publishing Responsibilities:
 
1. FileNET administration – add users, groups, settings on the parameters of document classes.
2. FileNET Content Management – thick and thin client access to FileNet
3. Web Page Publishing.
4. Application deployment for the TFP/PROD servers.
5. FTP Coordination – set up new connections, write scripts for data exchange, and ECL on the mainframe.
6. FTROP – transfer files to federal location and retrieve files.
7. Web Methods – Integration for old legacy applications into newer environments.
8. Web Trends – Gather information from IIS log files and establish reports for various development teams.
9. Application Center – Develop production packages to be deployed by the app center program.
 
 
Requirements:
 
1. Form AIR or AMR is required for application deployments.
2. All other’s request requires an email.
 
 
Recommendations:
 
1. Less walk-ins and more email requests. 
 
Telecommunications
 
Personnel:
Section Chief:

Christal Auxt




(717) 346-4334
Team Lead -

Robert Delancey


(717) 772-6476








Tuesday Orwan



(717) 772-7231
 

Telecommunication Responsibilities:
 
1. Receive requests for new activations of telephones.
2. Change existing service of the telephones.
3. Cancel the service of a telephone.
4. Verify and reconcile incoming work orders.
5. Order new equipment.
6. Maintain calling card database policies.
7. Coordinate with vendors for line pulls.
8. Educate and train users on the proper way to use their systems.
 
Requirements:
 
1. The requirements for the technicians to function, is a form STD-522.  This form must be filled out to get any service done to the telephone systems.
 
Recommendations:
 
NONE
 
 



