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General:  
This is the post load procedure for all Windows XP desktops.
Procedure:

Use current post load for XP Desktop.
Important: DO THIS ITEM BEFORE PROCEEDING!!

1. Logon to a networked PC which has a CD burner

2. Create a CD with the latest Microsoft Patches executable – mspatches.exe

Requires burning a CD or CDRW from a networked PC

Note: The Microsoft Patches executable (mspatches.exe) is updated periodically, therefore to ensure that you have the latest patches, check the file’s timestamp. If necessary, download the newer version of mspatches.exe. The mspatches.doc file, which is located in the same folder, contains a list of the patches which are applied by running the mspatches.exe.

These two files (mspatches.exe and mspatches.doc) are located in the following folder.


" 

\\PWISHBGFPS23\SOFTWARE\DPW IMAGE POSTLOAD PATCHES



Items to Complete Prior to Re-imaging

3. Logon to the user’s existing machine with your CWOPA account. Your account must have local administrative rights on this machine.

4. Make sure the user’s data files including email (*.pst & .pab) are saved.

5. Record the installed printers in the following format: printer name on print server name – example: hbgpwisphp06 on hbgpwisfps01
6. Record any additional software that will need to be reinstalled. Confirm with user!!

7. Record any mapped drives.

8. Double Click on the desktop shortcut labeled: “XP Desktop Version X.X”.

Record the existing machine’s IP Address.

9. Map a drive to the \\pwishbgfps23\software\pcconfig folder. Double Click on 1_Database_Editor.

Record the existing machine’s PIDs

NOTE: This is not necessary for CCMIS desktops!

10. Add a computer account to active directory if using a new computer name or reset a computer account in active directory if reusing an existing computer name. To do these follow the instructions below.
Create/Reset/Delete a Computer Account  
· In ADUC (Active Directory Users and Computers), Go to the Organizations Unit (OU) where the computer will reside. For example, DPW/PO/AD/BIS. Click on either the Computers or Laptops container.
· Right click on the OU and choose New, then, Computer.
· In the Computer Name field, type PW plus your Program Office code followed by your location code followed by the last 5 digits of the computer’s IP number. For servers, please see the naming convention sheet for them.
· Click Next.
· You will get a screen asking if this is a “managed computer”. Click Next. (This is for computers that are being installed using RIS. We are not using this method).
· Click Finish.
IMPORTANT: If you have re-imaged a machine and are keeping the same computer name you should not create a new computer account but should just reset the existing AD computer account. To do this:
· Use the Find command to locate the computer account. To Find: Click Actions, Find from the Menu bar. In the Find field, choose computers. In the In field, choose DPW. Enter the name in the Computer Name field and press enter. Or, navigate to the OU where the account resides.
· Right Click the computer name and choose Reset Account.
IMPORTANT: You should delete computer accounts when you remove a computer from the network or change a computer’s name. To do this:
· Use the Find command to locate the computer account. To Find: Click Actions, Find from the Menu bar. In the Find field, choose computers. In the In field, choose DPW. Enter the name in the Computer Name field and press enter. Or, navigate to the OU where the account resides.
· Right Click the computer name and choose Delete.
11. Continue on to the next section to re-image this machine.

Re-imaging the PC

Place the first DVD or CD of the image set into the PC’s CD or DVD drive and reboot the PC. The PC should boot to the CD/DVD and the image will begin loading automatically. You will then receive screen prompts when you are to insert the next CD/DVD in the image set. If you desire to load the image from the network instead you will need to follow the procedure outlined in 

\\pwishbgfps23\Images\XPBOOT\Desktop\Network\Network.doc
After Re-Imaging the PC

12. Remove any CDs and diskettes from the machine’s drives

13. Reboot the PC.

14. The PC will then go through a mini-setup.
15. The PC will then restart and auto logon as the local administrator.
NOTE: At this point the Post load procedure must be started within 10 minutes or the screensaver will be activated and you will be locked out of the machine.
Install Microsoft Patches

1. Run mspatches.exe from the CD/CDRW disc that you previously burned.

2. You will get a “System Shutdown” window which will provide a 10 second countdown. Please remove the CD disc before this countdown completes.

3. The workstation will then reboot the machine will then startup and auto logon again as the local administrator. You will then be able to continue with the Network Properties section.
Network Properties

1. Right-click on My Network Places desktop icon.

2. Click Properties.  (You may have to wait 5 minutes after logging in to proceed)
3. Right-click Local Area Connection.

4. Click Properties.

5. Click Show icon in notification area when connected.
6. Select Internet protocol (TCP/IP) to highlight it.

7. Click Properties.

8. Click Use the following IP address.

9. In the IP Address box, enter the IP address.

Example: 164.156.57.35 press [TAB]
10. In the Subnet mask box, enter the subnet mask address.

Example: 255.255.255.0 press [TAB]
11. In the Default Gateway box, enter the default gateway address.

The default gateway is always the same as the user’s IP address but with the last number set to 1.

Example: 164.156.57.1 

12. Click OK to close Internet protocol (TCP/IP) properties window.

13. Click CLOSE to close Local Area Connection Properties window.

14. Click on YES when prompted, “Do you want to restart your computer now?”

The machine will then reboot and logon automatically as the local administrator.
15. Verify offsite network connectivity. (From command prompt, Ping PWISHBGFPS23).

16. Map a drive to the \\pwishbgfps23\software\pcconfig folder using the account CWOPA\c-pwpcuser with a password of Password#8. MAKE SURE TO UNCHECK THE BOX “Reconnect at logon”!!
 Detailed Instructions for mapping this drive:

a. Right Click on “My Network Places”.

b. Click on “Map Network Drive”.

c. The “Map Network Drive” dialog window will appear.

d. Click anywhere in the empty box to the right of the work Folder then type: \\pwishbgfsp23\software\pcconfig
e. Click on the phrase “different user name”. This phrase is underlined and in blue.

f. The Connect As dialog box will appear. Click anywhere in the box to the right of User name, then type: CWOPA\c-pwpcuser. Click anywhere in the box to the right of Password: then type Password#8.

g. Click OK to close the Connect As dialog.

h. If the check box to the left of Reconnect at logon is checked then click on the checkbox once to uncheck it.

i. Click on Finish to close the Map Network Drive dialog. A window with the contents of the mapped folder should then appear.
17. Double click on firstbootxp.cmd 
This script copies several files from the pwishbgfps23 server to c:\temp, it then renames the computer based on the configured IP address and reboots. It will then auto logon as the local administrator and join the computer to the DPW.LCL active directory domain. It will then reboot again and auto logon to the CWOPA domain using a special administrative account.

NOTE: You may receive a “Warning” message (No EPO Installed). Click on OK to continue the automated logon process.
18. After this process has completed your PC will be at the desktop screen. Verify the computer name has changed. NOTE: If the computer name has not changed, Please contact BIS/DTE.
Software Installation and Configuration

1. Click on Start, click on RUN. Click anywhere in the box to the right of Open. Type: \\pwishbgfps23\software\pcconfig. Click OK. A window will open showing the contents of this folder.
2. Double click on 1_1Runlogonscript to make sure the logon script runs. You will get a screen showing items missing such as EPO and SMS.  Click on OK.   The black DOS window will close.
3. If Infoconnect’s Accessory Manager is to be used, double click on 1_Database Editor to configure the INT1_1 and INT_2 sessions.
a. In the Paths and their descriptions window, Click on INT1_1.
b. In the Terminal ID window, change WXXXXX to the value of the user’s first PID.
c. Click on Record. Click on Save Record.
d. In the Paths and their descriptions window, Click on INT_2.
e. In the Terminal ID window, change WXXXXX to the value of the user’s second PID.
f. Click on Record. Click on Save Record.
g. Click on File.
h. Click on Exit.
4. Double click on 2_EPO Install. After about 1 – 2 minutes the “McAfee Agent” screen appears.  When completed the message “McAfee Agent Setup completed successfully” appears.  Click on OK and then continue to step 5.
5. Right click on the McAfee Virusscan Shield icon in the system tray which is located at the bottom right of your desktop screen.  Click on Update Now.   
Network Printer Configuration

1. Double click on 6_Printers. This will display a list of printername.bat files.

2. Double click on the desired network printers. This will add this network printer for all users of this machine. The printer name(s) will appear in the list of printers after your next reboot.

Note: If the printer that you wish to install is not listed please contact BIS/DTE so that we can include it for any future post loads. If you need to install this printer and cannot reach anyone at BIS/DTE please use the old manual method of adding printers.  You will need the print server and printer names.  This information should be located on the printer.
1. Click on the Start button

2. Go to Settings and click on Printers.

3. Maximize the window.

4. Double click on Add printer.
5. The Add Printer Wizard will load. Click Next.
6. Network Printer should be selected. Click Next.
7. The Specify a Printer window appears.
8. Click on Connect to this printer.
9. Click on the box to the right of Name: 
10. Type the \\printserver name\printer name.
11. Click on Next.
12. “Do you want to use this printer as the default printer?”

13.  If the user wants this to be the default printer, click on yes.
14. Click on next.
15. Click on finish to complete the process.
Note: These instructions do not provide for any customized configuration of these network printers such as printer mailboxes, etc.
Local Security Changes

16. Double click on 7_Local_Security.

17. Click on the .EXE file which corresponds to your program office/bureau. This script will add your IT group’s CWOPA Admin group to the machine’s local administrators group.

NOTE: If your area is not listed please contact BIS/DTE so that we can create a customized exe for your group’s local security needs.

AT THIS TIME LOGOFF AND LOGON AS THE PRIMARY USER OF THIS MACHINE!
1.    Map a drive to the \\pwishbgfps23\software\pcconfig folder using the account
       CWOPA\c-pwpcuser with a password of Password#8.  MAKE SURE TO UNCHECK THE BOX “Reconnect at logon”!!
 Detailed Instructions for mapping this drive:

a.   Right click on “My Network Places”.
b.   Click on “Map Network Drive”.

a. The “Map Network Drive” dialog window will appear.

b. Click anywhere in the empty box to the right of the word Folder then type: 
                                  \\pwishbgfsp23\software\pcconfig
c. Click on the phrase “different user name”. This phrase is underlined and in blue.

d. The Connect As dialog box will appear. Click anywhere in the box to the right of           User name, then type: CWOPA\c-pwpcuser. Click anywhere in the box to the right of Password: then type Password#8.

e. Click OK to close the Connect As dialog.

f. If the check box to the left of Reconnect at logon is checked then click on the checkbox once to uncheck it.

g. Click on Finish to close the Map Network Drive dialog. A window with the contents of the mapped folder should then appear.

2.   Double click on 1_1Runlogonscript to make sure the logon script runs. A black DOS
      Window will open and then close as the logon script completes.
Email (Outlook 2002)

The user’s Outlook profile will be automatically set up when the user logs into the CWOPA domain and starts up Outlook the first time.

1.    Starting up Outlook the first time:
    a.   Double Click on the Outlook Desktop Icon.

    b.   Windows Installer will go through some final configuration of Outlook. 

    c.   A “Welcome to Microsoft Outlook” message may appear.

    d.   At this point the user’s email should appear.  Also an Outlook icon will appear on the
           QuicklaunchTaskbar along with the other Office products. 

2. Restore user’s data files including any pst or pab files.

3. Additional E-mail Customization

         If the user has additional personal folder (.pst) files, personal address book (.pab) files or special rules for moving e-mail items, the necessary files and settings will need to be reset at this time for the user.
SCCM Installation Verification

SCCM is now installed by group policy and will be installed when the user logs-in.

To verify that SCCM has installed properly, go to Control Panel and Double click on the Configuration Manager icon. Click on the Components tab. If the component list does NOT match the list below or is blank, try to exit Systems Management and then re-enter it later. Within a few minutes the components list should match the list below.

	Components
	Version
	Status

	CCM Framework
	4.0.6487.2000
	Installed

	CCM Policy Agent
	4.0.6487.2000
	Installed

	CCM Status and Eventing Agent
	4.0.6487.2000
	Installed

	ConfigMgr Client Core Components
	4.0.6487.2000
	Installed

	ConfigMgr Client Shared Components
	4.0.6487.2000
	Installed

	ConfigMgr Desired Configuration Management Agent
	4.0.6487.2000
	Installed

	ConfigMgr Inventory Agent
	4.0.6487.2000
	Installed

	ConfigMgr Operating System Deployment Components
	4.0.6487.2000
	Installed

	ConfigMgr Out of Band Management Agent
	4.0.6487.2000
	Installed

	ConfigMgr Remote Tools Agent
	4.0.6487.2000
	Installed

	ConfigMgr Software Distribution Agent
	4.0.6487.2000
	Installed

	ConfigMgr Software Metering Agent
	4.0.6487.2000
	Enabled

	ConfigMgr Software Updates Agent
	4.0.6487.2000
	Enabled

	ConfigMgr Source List Update Agent
	4.0.6487.2000
	Enabled

	ConfigMgr Task Sequence Components
	4.0.6487.2000
	Installed


As indicated above some components may show status as either installed or enabled.

Refresh Schedule:

All procedures and referenced documentation identified in this document will be subject to review and possible revision annually or upon request by the DPW Information Technology Standards Team. 
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