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General:

The purpose of this document is to establish the procedures to be followed in the scheduling and processing of requests to integrate an application (legacy or otherwise) with the Unified Security (USec) environment.  Because of the wide range both in application requirements for Unified Security and in the complexity of a given application integration, it is necessary to establish a review process by which the Unified Security team leadership can adequately address these requirements and schedule appropriate resources to successfully partner with the application developers.

The Intended audience of this document is the DPW Applications Teams and Program Office Representatives.

In general, the scope of activities addressed here includes the interactions of the Unified Security team with application developers in the process of integrating new or legacy applications with Unified Security.  Examples of these interactions include:

· New applications or newly “Webized” versions of legacy applications

· Major revisions of existing applications where there are substantial changes in features, security roles, user populations, or architecture.

· Creation of new security domains within existing applications.

· Major changes in scope or direction of integration activities already underway
Procedure:
Unified Security Integration Request Process

The requestor must submit a completed Unified Security Integration Request Form to “PW, Unified Security” at ra-unifiedsecurity@state.pa.us.  This form is used to gather basic application and user base information.  Once it has been reviewed by the Unified Security Project Manager or PM (Tom Zarb) it will be scheduled and assigned to a USec POC for a more detailed requirements gathering phase.  Upon acceptance of the requirements documentation and timeline, any necessary development or other integration support work will begin.  This process is shown schematically in Figure 1.
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Major deviations from the agreed-upon Requirements document and Timeline may require a new Integration request or re-review of the existing request.  In keeping with the current change control process for both Unified Security and DPW, routine change management requests may be required as part of the implementation procedures and the necessary lead time for their submission taken into account, particularly for activities involving production.

The USec POC assigned to the project will be responsible for:
· Coordinating all integration activities between the application team and the USec team

· Attending application project meetings as needed

· Submitting any routine change management requests that may be required

· Report to the USec team management as to status, issues, etc.

Appendix 1 - Integration Request Form

Complete this form (required information in red) and save the document to your desktop.  eMail a copy of it to “PW, Unified Security” at ra-unifiedsecurity@state.pa.us.   Once it is received it will be reviewed by the Unified Security Team Project Manager and assigned to a team POC.  Please allow at least 4-5 weeks for processing and review before the Integration process can begin.  Questions concerning this form can be emailed to “PW, Unified Security” at ra-unifiedsecurity@state.pa.us.
Application name:       



Date of Request*:      
Contact information

Program Office:      
Program Office Contact:      



Email:      




Phone Number:      
Application Lead/POC:      



Email:      




Phone Number:      
General Application information

Type of Application:    

Internet:  FORMCHECKBOX 


Intranet:  FORMCHECKBOX 
 

Operating system:
Windows:  FORMCHECKBOX 

Unix:  FORMCHECKBOX 

Other:      
Web Server:

IIS:  FORMCHECKBOX 


Other (including Fat Client):      
Tie-ins to other Application (list):      
Description of the Application:      
User base

	
	CWOPA/Contractors
	Business Partners
	Citizens

	0-6 months
	     
	     
	     

	6-12 months
	     
	     
	     

	12-24 months
	     
	     
	     


Estimated # of users: 

Will users login with:
Windows integrated (Intranet apps only):  FORMCHECKBOX 

Forms:  FORMCHECKBOX 

Other:      
Application migration

Development platform:

Date:      

Server name(s):      

IP Address(es):      
Integration test platform: 

Date:      

Server name(s):      

IP Address(es):      
Systems Acceptance Test platform: 

Date:      

Server name(s):      

IP Address(es):      
Test for Production platform: 

Date:      

Server name(s):      

IP Address(es):      
Training platform: 

Date:      

Server name(s):      

IP Address(es):      
Production platform: 

Date:      

Server name(s):      

IP Address(es): 
Refresh Schedule:
All procedures and referenced documentation identified in this document will be subject to review and possible revision annually or upon request by the DPW Information Technology Standards Team. 
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